When an organisation embarks on defining its risk appetite, the process, debate and discussion that ensue can result in the organisation and its key individuals thinking about their business in a way they may have never thought about it before. The process can identify weaknesses and gaps as well as opportunities that the business may not have previously considered or leveraged.

A risk appetite statement, put simply, is the amount and type of risk that an organisation is willing to take in order to meet its strategic objectives - this includes reference to both the organisation's risk appetite as well as its risk tolerance.

This process and the end outcome - the defined statement - provides the organisation with rigour when setting strategic and budget objectives, selecting new products or services and assessing entry into new markets.
IS IT WORTH THE EFFORT?

It is true – many organisations have ticked along just fine without a ‘risk appetite statement’ or without any notion of what constitutes their organisational risk appetite. Leaders have made business decisions based on intuition, gut feel or experience with little concern or any perceived need for determining their organisation’s risk appetite. Many organisations employ sound risk management practices – however for some, these may not be documented or formalised in any way.

For example, risk information across the organisation may not be shared laterally – therefore not informing decision making – one business unit may be forgoing risk and missing out on value and the other may be taking on too much risk. This doesn’t necessarily mean that one is more effective at assessing or managing the risk, it means that there is no oversight of, or consistency in the management of the risk. The organisation may not be operating and managing risk in an optimal manner, similarly the organisation may not be making critical business decisions in a synergistic or consistent manner. Despite all of this, in many cases, organisations have managed their risks to a sufficient level of effectiveness such that their risk management processes and decision making need never be brought to the attention of Group or at the enterprise level.

Unfortunately not all organisations have been so lucky. For example, the 2008 collapse of the Royal Bank of Scotland (RBS), following its acquisition of Dutch bank ABN AMRO, shows what can and did go horribly wrong for this global bank when its organisation’s risk appetite was not adequately considered or consulted. The bank’s risk appetite statement was not applied as a decision making barometer to determine whether or not the acquisition was the right move for RBS. Furthermore, there was inadequate consideration of ABN AMRO’s underlying asset quality or if the aggregation of risks was aligned to RBS’ requirements.

In December 2011, the UK regulator, the Financial Services Authority (“FSA”), published a report ‘The Failure of the Royal Bank of Scotland’ which examined what went wrong and what led to the government bailout of RBS. Notwithstanding that the FSA was found to have played a role in the bank’s demise as “key prudential regulations being applied by the FSA, and by other regulatory authorities across the world, were dangerously inadequate”,

RBS was found to be at significant fault. This was due to its deficient

“management capabilities and style; governance arrangements; checks and balances; mechanisms for oversight and challenge; and in its culture, particularly its attitude to the balance between risk and growth.”

It is this reference to the balance between risk and growth that is the crux of risk appetite – the need for an organisation to determine if its pursuits via a particular acquisition, market, new product or service and their associated risks are likely to have a level of reward that is commensurate to the risk. Also, are the associated risks aligned to the type and level of risk that the organisation has defined as acceptable?

The FSA’s December 2011 report included a review of RBS internal reports; one of which was the annual ‘Board, Remuneration Committee and Nominations Committee Performance Evaluation Report’. The 2006 report highlights that RBS Directors

“felt there was insufficient input to and review of risk appetite at Board level, that the Board needed to articulate its risk appetite and that a third of them did not appear to be satisfied with the Board’s role in defining and developing strategy”.

RBS had a very aggressive growth strategy that had not been developed or tempered with adequate consultation of its risk appetite or sufficient counsel from the Board.

This highlights that as an organisation’s strategy changes and evolves; its risk appetite statement should be adapted in light of any new internal information as well as external influences and environmental factors. Strategic objectives should not be developed, agreed and implemented in isolation or without consultation and consideration of the risk appetite statement.
WHAT IS THE DIFFERENCE BETWEEN RISK APPETITE AND RISK TOLERANCE

aren’t they essentially the same concept?

No. A company with no tolerance for risk, put simply, has no appetite for business either. Yes that old adage of ‘risk for reward’ still rings true.

Risk appetite is focussed on the pursuit of risk and the parameters that the organisation must employ in deciding whether or not to take on the risk. It defines what types of risks an organisation will pursue; which types of markets, products, services, clientele and customers it will target.

Risk tolerance defines or quantifies the maximum amount of risk that the organisation is technically able to assume. For example, this may be the maximum level of risk the organisation can absorb or manage before breaching factors such as its capital base, liquidity levels, borrowing capacity or covenants, reputational and regulatory requirements, operational constraints and obligations to shareholders, customers and other stakeholders.

An example of a manufacturer’s customer or supplier concentration risk tolerance is:

“For product A / market segment B / location C [risk tolerance will specify], no single customer / supplier / counterparty exposure will exceed X%”.

This caps the organisation’s exposure to a particular customer, supplier or location to an acceptable level.

A risk tolerance example for an organisation with an aggressive growth strategy is:

“We will continue to expand our global footprint with stores and distribution centres in locations where the exposure to [a particular weather peril e.g. flood/earthquake/bushfire etc.] will not result in business performance disruption of greater than X days over a 12 month period”.

In this case, the organisation is incorporating statistics into its risk tolerance to inform its location selection where the probability of an adverse weather event occurring and impacting its business operation must be within a specified tolerance level.

The extent to which an organisation chooses to express its risk tolerance at a business unit, product, function or locational level will depend on the organisation’s desired level of sophistication, strategic objectives, complexity and its risk category definitions. Risk categories are defined in an organisation’s risk evaluation model which categorises risks in accordance with a risk likelihood and consequence matrix.
WHY DOESN’T A ‘SET AND FORGET’ APPROACH WORK?

As organisations grow, expand and evolve, so too do the risks organisations face. The type, prominence and appetite for risks change at different points in the life cycle of a company as well as during the lifecycle of its products or services. Organisations that don’t have a risk appetite statement simply ‘don’t know what they don’t know’. This is in relation to how much risk is being taken on, what value the organisation is deriving from taking on that risk and whether or not the controls and processes in place are sufficient to reduce that risk to a residual level that the organisation is comfortable retaining.

Those organisations that do have a risk appetite statement – risk management practitioners applaud you. Agreeing and documenting this at the enterprise level is one thing, however filtering it down and implementing at the business unit level is another. Embedding a risk management culture in an organisation is a challenging feat however is critical in today’s ever evolving risk landscape. It is therefore important that an organisation’s risk appetite statement is treated as a live and evolving document where its intent is challenged and discussed on a frequent basis.

...risk priorities appear to shift significantly, in line with the emphasis that business leaders place on a particular risk at a certain point in time.

— Willis in ‘Strategic Risk’ (2014).

HOW DO RISK APPETITE AND RISK TOLERANCE FIT INTO AN ERM FRAMEWORK?

A risk appetite statement is just the beginning. An organisation that is serious about becoming risk management mature needs to embed an Enterprise Risk Management (“ERM”) framework, of which the risk appetite statement is a fundamental component; made up of its critical constituents; risk appetite and risk tolerance.

The following diagram, incorporating concepts from the International Risk Management Standard (ISO/AS/NZS 31000 Recognise and Manage Risk), shows the interrelationship of the risk appetite statement and its direct influence on business strategy, the risk management framework and underlying processes.
Developing and embedding a risk appetite statement has numerous benefits:

- The clear articulation of enterprise risk appetite and risk tolerance directly guides and informs strategic planning and budgeting; facilitating consistency in these processes.
- Consistent measurement and monitoring of risk facilitates an enhanced understanding of the risks and can optimise spend on more value generating risks, within the organisational risk tolerance.
- The risk appetite statement translates the Board’s enterprise level strategy into business unit strategy and objectives that are relevant and practical for teams and functional business areas.
- Encourages a risk management, not risk aversion, culture so that risk management is not purely the Risk Function’s responsibility, but one that is shared and for which all employees are held accountable.
- Informs the determination of and potential for reduction of an organisation’s total cost of risk over time – this is the total cost of managing risk; from active and passive asset protection and loss prevention controls, to insurance and risk management personnel.
- Informs performance management and incentive measurement; inhibiting personnel from making decisions that are not aligned to the organisational risk appetite.
- Can enhance reputation – demonstrates to shareholders, stakeholders and the market in general, that the organisation has good corporate governance, a proactive risk management approach and that its key business drivers have been determined with risk appetite in mind.
- Demonstrates to customers, employees, stakeholders and shareholders that the organisation is committed to its values, ethics and corporate sustainability and citizenship.

The tone towards risk management has to be set from the top and this is ultimately driven by incentivisation. There should be a clear demonstration to new and existing employees of what the company is doing to manage risk.


HOW CAN WILLIS ASSIST?

Willis brokers and risk advisors work closely with organisations across the core phases of risk management; assessment, treatment and measurement and monitoring to ensure that their Insurance and Risk Management Programs are operating effectively and cohesively with their respective ERM frameworks.

Good corporate governance requires a corporate risk audit trail where risk retention, risk transfer and insurance decisions can be explained and justified. Willis Risk Services, the risk consulting arm of Willis has a range of services that can assist you to improve the cohesion and alignment of your organisation’s insurance management and risk management to its overall ERM.

For further information on these services please refer to your local Willis office (contact details overleaf).
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